
Course Objectives

To provide general understanding about the essential component of digital 
security, importance of cybersecurity, create awareness on the growing 
cyber threats and trends and its impact towards cyber terrorism and 
internet radicalization.

Participants will be introduced with in-depth design of the Global ACE Certification 
structure, analysis, methodologies, and the applied skill sets centring on the above 
mentioned objectives.

To learn how to prevent general attacks, conduct assessment, and harden 
the common type of network and systems towards securing the 
organisation digital ecosystem

To enable the participants to understand the overall concept of the 
certification

To equip the participants with the knowledge and skill to plan, implement, 
and manage their respective country chapters

To help the participants anticipate the potential development and 
operational challenges

To ensure certification sustainability

Who Should Participate?
ICT professionals and decision makers 
in-charge of capacity building and who 
wish to extent knowledge in the digital 
security domains

Digital workforce and Cybersecurity 
personnel

Personnel with ICT background who 
interested in digital security

26 - 45 years old;

A Bachelor degree holder in IT;

2 years relevant experience (e.g. system 
administrator, network engineer, SOC 
analyst).;

Should have fundamental understanding 
on information security/security 
assessment;

Proficient in the English language; 

Medically fit.

Prerequisite/ Eligibility

MINISTRY OF FOREIGN 
AFFAIRS MALAYSIA

Supported by: In collaboration with: Organized by: 

Session 2
23 - 26 & 29 - 30 August 2022 (6 days), 1100 - 1300 (GMT +8) 
*Will be conducted virtually

Digital Security 
Professional 
Development & Lifelong 
Learning Program 
The Digital Security Professional Development & Lifelong Learning Program is 
a primary deliverable under the Global ACE Certification initiated to nurture 
cybersecurity personnel in the era of the Fourth Industrial Revolution (4IR). The 
training focuses on the knowledge transfer of essential cybersecurity components, 
development approach of indigenous security certification programs, and the implementation 
of the Mutual Recognition Arrangement (MRA).



The course fees are fully sponsored by the Government 
of Malaysia.

Applications should be made using the prescribed MTCP 
forms available at: 
https://www.kln.gov.my/documents/8390448/8392184
/MTCP+2022+-+APPLICATION+FORM.pdf/31506fe1-a
cea-44d1-88a2-7b4227e6bd2a

MTCP application forms can also be obtained from the 
nearest Malaysian Embassy/High Commission in 
recipient countries.

All application forms must be duly completed and 
endorsed by the Ministry of Foreign A�airs or National 
Focal/Aid Coordinator Agency in the respective 
countries and submitted ONLY through the diplomatic 
channel via the Embassy/High Commission of Malaysia.

Only successful applicants will receive the O�icial 
Invitation notification one (1) week from the course 
date, by the Training Institute via email.

Application 

To share the development experience with other 
countries;

To strengthen bilateral relations between Malaysia and 
other developing countries;

To promote the South-South Cooperation (SSC); and

To promote the technical cooperation among developing 
countries.

Objectives Of MTCP

Closing Date: 22 July 2022

For enquiries, please contact: 
Ms. Noraini Abdul Rahman

International Engagement Department, CyberSecurity Malaysia
Email : international@cybersecurity.my

The Malaysian Technical 
Cooperation Programme 
(MTCP)

The Malaysian Technical Cooperation 
Programme (MTCP) was o�icially launched on 7 
September 1980 at the Commonwealth Heads 
of State Meeting in New Delhi, India, to signify 
Malaysia’s commitment to the South-South 
Cooperation, in particular, the Technical 
Cooperation among Developing Countries 
(TCDC).

The MTCP emphasizes on the development of 
human resources through the provision of 
trainings in various areas which are essential for 
a country’s development such as the economy, 
finance, public management and 
administration, science and technology and ICT, 
health diplomacy, safety and security including 
cybersecurity, cultural diplomacy, social 
development, environment-related to SDG2030, 
education, industrial and technical training. 
Annually, Malaysia o�ered more than 60 
technical and capacity-building programs 
under the MTCP, which have benefited more 
than 35,500 participants from 144 countries. 


